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POVERTY 

(Mr. PITTS asked and was given per-
mission to address the House for 1 
minute and to revise and extend his re-
marks.) 

Mr. PITTS. Mr. Speaker, it has been 
more than 50 years since President 
Johnson declared war on poverty. I 
don’t doubt that President Johnson 
had good intentions, but intentions 
don’t win wars, and poverty is a stub-
born opponent. Fifteen percent of 
Americans still live below the poverty 
line, after trillions spent by the gov-
ernment. 

In December, I brought together 
community leaders and national ex-
perts to discuss how we can reinvigo-
rate the city of Reading and other cit-
ies in the 16th District of Pennsyl-
vania. From this conference, we are 
moving forward to get institutions to 
work together strategically and think 
differently about attacking the prob-
lem. 

Government at every level and com-
munities leaders need to cooperate and 
make sure there are opportunities to 
start new businesses and attract more 
development. 

Perhaps most importantly, we need 
smart strategies to help kids get a 
good education. This has to include 
building strong families, since statis-
tics show that children raised by only 
one parent are far more susceptible to 
temptations of drugs and gangs and 
other problems. 

It is time we rethought our strategy 
and rededicate ourselves to try helping 
needy Americans by removing barriers 
for wealth creation. 
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UNEMPLOYMENT INSURANCE 
EXTENSION 

(Mr. VARGAS asked and was given 
permission to address the House for 1 
minute and to revise and extend his re-
marks.) 

Mr. VARGAS. Mr. Speaker, I rise 
today to urge my colleagues to extend 
the critical unemployment insurance 
lifeline to the 1.3 million Americans 
who have already lost coverage. 

Tragically, another 1.9 million Amer-
icans are set to lose benefits over the 
first 6 months of this year if we do not 
act. In California alone, over 214,000 
people have already lost their unem-
ployment coverage, including 19,000 
people in San Diego County and 3,500 
people in Imperial County. 

Approximately 326,000 more Califor-
nians stand to lose their coverage in 
the first 6 months of 2014. With unem-
ployment unacceptably high, now is 
not the time to take money out of the 
pockets of those who are struggling. 

For jobless Americans, unemploy-
ment benefits are used to purchase 
basic lifeline needs like food and shel-
ter and immediate necessities. The 
time is clicking. Let’s do the right 
thing. 

HEALTH EXCHANGE SECURITY 
AND TRANSPARENCY ACT OF 2014 

GENERAL LEAVE 
Mr. PITTS. Mr. Speaker, I ask unani-

mous consent that all Members may 
have 5 legislative days to revise and ex-
tend their remarks and to include ex-
traneous material on H.R. 3811. 

The SPEAKER pro tempore (Mr. COL-
LINS of Georgia). Is there objection to 
the request of the gentleman from 
Pennsylvania? 

There was no objection. 
Mr. PITTS. Mr. Speaker, pursuant to 

House Resolution 455, I call up the bill 
(H.R. 3811) to require notification of in-
dividuals of breaches of personally 
identifiable information through Ex-
changes under the Patient Protection 
and Affordable Care Act, and ask for 
its immediate consideration in the 
House. 

The Clerk read the title of the bill. 
The SPEAKER pro tempore. Pursu-

ant to House Resolution 455, the bill is 
considered read. 

The text of the bill is as follows: 
H.R. 3811 

Be it enacted by the Senate and House of 
Representatives of the United States of America 
in Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Health Ex-
change Security and Transparency Act of 
2014’’. 
SEC. 2. NOTIFICATION OF INDIVIDUALS OF 

BREACHES OF PERSONALLY IDENTI-
FIABLE INFORMATION THROUGH 
PPACA EXCHANGES. 

Not later than two business days after 
the discovery of a breach of security of any 
system maintained by an Exchange estab-
lished under section 1311 or 1321 of the Pa-
tient Protection and Affordable Care Act (42 
U.S.C. 18031, 18041) which is known to have 
resulted in personally identifiable informa-
tion of an individual being stolen or unlaw-
fully accessed, the Secretary of Health and 
Human Services shall provide notice of such 
breach to each such individual. 

The SPEAKER pro tempore. The gen-
tleman from Pennsylvania (Mr. PITTS) 
and the gentleman from New Jersey 
(Mr. PALLONE) each will control 30 min-
utes. 

The Chair recognizes the gentleman 
from Pennsylvania. 

Mr. PITTS. Mr. Speaker, I yield my-
self such time as I may consume. 

Mr. Speaker, in the days leading up 
to Christmas, hackers stole millions of 
credit card numbers from the servers of 
retail giant Target. I imagine that at 
least a few here in this Chamber may 
have had their own credit cards re-
placed to prevent theft. 

What if Target had not bothered to 
tell anyone? 

What if they had waited until people 
noticed fraudulent charges popping up 
on their statements? The damage 
would certainly be worse. 

It may shock some people to learn 
that there is no legal requirement that 
the Department of Health and Human 
Services notify an individual if his or 
her personal information is breached or 
improperly accessed through the Af-
fordable Care Act’s exchanges. 

While HHS has said that it will no-
tify individuals in such a case, the 
American people have a right to know 
that their government is required by 
law to contact them if their personal 
information is compromised. 

H.R. 3811, the Health Exchange Secu-
rity and Transparency Act, would sim-
ply ensure Americans receive notifica-
tion from HHS when their personally 
identifiable information has been com-
promised through the exchanges. Spe-
cifically, the bill requires HHS to no-
tify individuals no later than two busi-
ness days after discovery of a breach of 
an exchange system. 

Since the disastrous rollout of the 
healthcare.gov Web site, congressional 
oversight has uncovered that end-to- 
end security testing of healthcare.gov 
did not occur before the October 1 
launch, and that high-ranking adminis-
tration officials were told of the secu-
rity risks before the Web site went live. 

Teresa Fryer, the chief information 
security officer for the agency running 
the exchange system, even stated in a 
draft memo that the Federal exchange 
‘‘does not reasonably meet security re-
quirements’’ and ‘‘there is also no con-
fidence that personal identifiable infor-
mation will be protected.’’ 

A recent article in Information Week 
discussed a report released by Experian 
entitled ‘‘2014 Data Breach Industry 
Forecast,’’ which stated that ‘‘the 
health care industry, by far, will be the 
most susceptible to publicly disclosed 
and widely scrutinized data breaches in 
2014.’’ 

According to Information Week, the 
author of the study said he is basing 
this prediction at least partly on re-
ports of security risks posted by the 
healthcare.gov Web site and the health 
insurance exchanges established by 
various States. The Web infrastructure 
to support health insurance reform was 
‘‘put together too quickly and hap-
hazardly.’’ 

The most glaring problem for these 
sites has been their inability to keep 
up with consumer demand. The organi-
zational infrastructure behind the im-
plementation of ObamaCare is also 
complex, meaning that many parties 
have access to the personal data and 
could misuse or mishandle it. 

So we have volume issues, security issues, 
multiple data handling points, all generally 
not good things for protecting protected 
health information and personal identity in-
formation. 

Given the lack of security testing 
and the risk associated with 
healthcare.gov, and the administra-
tion’s repeated misrepresentation of 
the Web site’s readiness and 
functionality, H.R. 3811 is a reasonable 
step to ensure Federal officials are re-
quired to notify individuals in case of a 
breach. 

Mr. Speaker, I reserve the balance of 
my time. 

Mr. PALLONE. Mr. Speaker, I yield 
myself such time as I may consume. 

First of all, Mr. Speaker, I want to 
point out that Republicans are using 
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